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ABSTRACT
The article discusses the application of the concept of retorsion in relation to defensive measures against hostile cyber operations. Retorsion is a concept not regulated by international law, which gives the victim state a high degree of flexibility in its use. However, its limits are formed by the rules of international law (retorsion is an unfriendly act not prohibited by international law). The paper is divided into three main parts. The first part discusses the concept of retorsion in general terms and its relation to cyber operations, the second part defines the relationship between retorsion, countermeasures, plea of necessity and the right of self-defence, and the third part consists of in-depth analysis of states’ practice. The analysis of states’ practices includes both the actual measures that states have taken in response to cyber operations (e.g. expulsion of diplomats, economic sanctions, travel bans) and official statements on the issue that have been published, particularly in the period 2019–2022. Attention is also paid to the possibilities of using retorsion against cyber operations carried out by non-state actors.
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INTRODUCTION

When historians describe the second decade of the twenty-first century, they will undoubtedly consider the spread of almost unlimited access to the Internet and the previously unimaginable interconnection of people and things that it has brought with it as one of the fundamental phenomena that has influenced the development of societies around the world. This technological development has brought many new opportunities and has led to an increase in the standard of living, but it also entails new risks. One of these is malign cyber operations, which can cause consequences ranging from mere inconvenience (temporary inaccessibility of the governmental website), to financial losses (ransomware extortion), to material damage and death (cyber-attack on critical infrastructure).

Cyber operations are not only a problem for the private sphere, but also affect international relations. It is no coincidence that cyberspace is considered the fifth domain of warfare – next to the air, water, ground and space. International relations are regulated by international law, and therefore legal issues are an important part of the cyber defence debate. This article discusses the topic of unilateral remedies to cyber operations, specifically retorsion, which is one of the concepts of international law that has received the least attention despite the fact that it is a term under which the vast majority of unilateral retaliatory measures taken by states against unfriendly or illegal conduct of other states in cyberspace can be subsumed.

As noted, retorsion is a concept that remains on the fringes of interest to international legal scholars. This fact had to be reflected in the chosen research methodology. Thus, the rigorous literature review resulted in a number of secondary sources published mainly in the period 2015–2020 and which therefore do not reflect the practice of states regarding cyber retorsion measures which has significantly expanded in the follow-up period 2019–2023. One of the main contributions of this article is precisely the mapping of the relevant practice of states in this period and drawing relevant conclusions.

The fundamental question of this paper is what role retorsion plays among other unilateral retaliatory remedies to cyber operations and what specific measures fall into this category and which do not. These questions are answered through an analysis of state practice, which is central to finding and interpreting international law that is largely unwritten and subject to constant evolution.

1. RETORSION AS A CONCEPT

A state that becomes a victim of a cyber operation (target state) naturally seeks to protect its interests. Its main objective is to eliminate the negative consequences of the cyber operation and prevent its continuation or repetition. If the source of the cyber
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operation is located on the territory of another state (or is organised by that state),
the target state must respect the rules of international law in choosing the means to
achieve these objectives and not commit impermissible interference with the sover-
eignty of another state or violate other rules of international law. If the target state
wants to avoid committing an internationally wrongful act in the implementation of
cyber defence, the measures it takes must be within the bounds of one of the following
four concepts of international law: retorsion, countermeasures, plea of necessity, and
self-defence.\textsuperscript{5} While the latter three concepts constitute so-called circumstances pre-
cluding wrongfulness,\textsuperscript{6} the nature of retorsion is different.

Retorsion is "unfriendly conduct which is not inconsistent with any international
obligation of the state engaging in it".\textsuperscript{7} Typical examples of retorsion include protests,
denial of access to state resources, economic sanctions or expulsion of diplomats.\textsuperscript{8} It
is therefore an act that is not prohibited by international law, but will be considered
hostile by the state concerned in moral or political terms.\textsuperscript{9} When we speak of conduct
prohibited by international law, we are referring to any act or omission by which a state
would violate its international obligation, whether arising from a treaty or customary
law.\textsuperscript{10} Retorsion is typically in response to a hostile (but lawful) act by another state,
but can also be used to respond to an internationally wrongful act by another state.\textsuperscript{11}

Retorsion is not a right. Rather, it should be referred to as freedom.\textsuperscript{12} As a result,
it is not a legal concept, but a descriptive category (or technical term),\textsuperscript{13} which has no
direct legal effect.\textsuperscript{14} Freedom, unlike right, is not limited by conditions.\textsuperscript{15} It should be
stressed that this lack of limits applies only if the conduct under consideration actually
fulfils the defining characteristics of retorsion (unfriendly, but lawful conduct). If the
conduct does not bear these characteristics, it is not retorsion and will therefore consti-
tute an internationally wrongful act, unless its wrongfulness is excluded by some other
instrument of international law (e.g. countermeasures).

Thus, retorsion is limited on the one hand by political and economic consider-
ations that may exclude its factual feasibility (e.g., if the implementation of a hostile act
would harm the state’s own interests more than the interests of the state concerned),\textsuperscript{16}
and on the other hand by international law, because although retorsion itself is not reg-
ulated by international law,\textsuperscript{17} it is the rules of international law that constitute its limit.\textsuperscript{18}
This is to say that retorsion is, by definition, only legal conduct (conduct not prohibited
by international law, conduct not violating an international legal obligation of any kind),
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and if a state violates a rule of international law by its conduct, such conduct (or omission) cannot be described as retorsion.\textsuperscript{19} Typical examples of rules that will preclude the classification of a state’s conduct as retorsion are sovereignty or the principle of non-intervention in internal affairs.\textsuperscript{20}

Retorsion should be distinguished from an “unfriendly act”. Retorsion is essentially a qualified unfriendly act, since it is itself a reaction to a previous unfriendly act of the state against which it is directed. It is therefore effectively the same act (e.g. the expulsion of a diplomat), the difference is only in the context.\textsuperscript{21} However, for both categories it is true that they are lawful measures.\textsuperscript{22}

The absence of regulation of retorsion by international law implies that it is not subject to limitations like other unilateral remedies. Retorsion therefore does not need to be necessary, temporary, reversible or in any manner proportional and it may even contain punitive element.\textsuperscript{23} Nor is the State limited in relation to the motive, purpose, duration or character of the measure chosen.\textsuperscript{24} Retorsion may thus justify even measures constituting mere revenge.\textsuperscript{25} The question of whether retorsion is justified is not a matter for legal consideration at all.\textsuperscript{26} The fact remains that, despite the absence of regulation, states tend to use proportionate measures in order to pursue “just and sound politics”.\textsuperscript{27} The question is whether, in the case of wholly malicious hostile conduct, this could be an abuse of the law, as Giegerich suggests.\textsuperscript{28} The fact is that such conduct would be contrary to the requirement of friendly relations among states.\textsuperscript{29} On the other hand, retorsion is not a right, but only a descriptive category, and for this reason alone “abuse of the right” cannot be an apt label for such state action. Moreover, the motive or objective (or lack thereof) is not relevant to the legality of the conduct.\textsuperscript{30} Other authors then take the view that retorsion is also limited by the proportionality requirement or the exclusion of improper motive, but these are rather marginal views.\textsuperscript{31}

If retorsion is not regulated by law, does it make sense to address it from a legal perspective? It undoubtedly does, for at least two reasons. First, retorsion refers to lawful conduct. If the conduct is not lawful, it is an internationally wrongful act, which gives rise to legal consequences (secondary obligations), unless liability is excluded by circumstances precluding wrongfulness. Therefore, specific retaliatory measures must be accurately identified and subsumed under the correct international law concept. Retorsion thus creates a contrast against which legal and illegal conduct can be distinguished.\textsuperscript{32} The second reason why retorsion cannot be left out of the concern of international lawyers is that by using the term retorsion to describe its own conduct, a state
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signals to the state concerned that it is acting within the bounds of international law, which can have a de-escalatory effect.\textsuperscript{33}

The use of the concept of retorsion has practical implications, advantages, and disadvantages. The advantages include the de-escalatory potential rooted in the signaling of lawfulness of adopted measure, the clarification of the “freedom of maneuver” consisting in the clarification of measures that will generally be considered as retorsion (allowing decision makers to act effectively and legally at the same time), and finally, in the future, the argumentation of retorsion in litigation can be expected.\textsuperscript{34} However, there are risks – the main one being the potential misuse of the concept to illegitimately justify internationally wrongful conduct.\textsuperscript{35}

With reference to the work of White and Abass, Ruys states that “the issue of enforcement by means of non-forcible measures is and remains ‘one of the least developer areas of international law’”.\textsuperscript{36} This conclusion applies even more to retorsion than to related concepts. This is evidenced by the complete absence of an analysis of the term in the case law of the International Court of Justice,\textsuperscript{37} as well as by the fact that for the time being it received little attention by the group of experts working on the Tallinn Manual 2.0 on International Law Applicable to Cyber Operations, which, although described as “the most comprehensive analysis”\textsuperscript{38} on the application of international law in cyberspace, contains only six brief mentions of retorsion (although, for example, countermeasures is the subject of six rules elaborated over 20 pages).\textsuperscript{39} One can only hope that the third edition of the Tallinn Manual will already give sufficient attention to this issue.\textsuperscript{40}

2. RETORSION VS. OTHER UNILATERAL REMEDIES

Under the concept of retorsion, one can include such actions of the state that are a priori legal regardless of the circumstances. Every state is entitled to implement retorsion measures at any time and without limitation.\textsuperscript{41} However, they are usually relatively ineffective measures.\textsuperscript{42} If we rank the concepts of international law that can be used to justify retaliatory measures against a cyber operation on the basis of their effectiveness, then generally the least effective will be retorsion, slightly higher effectiveness is provided by countermeasures and plea of necessity (which are comparably effective among themselves) and the highest coercive potential can be expected from the right of self-defence, which is associated with the possibility of the use of force. The latter three concepts, however, can be combined with retorsion, and it is this relationship that is the focus of the next section.
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2.1. Retorsion and Countermeasures

The essential difference between retorsions and countermeasures is that while actions falling under the concept of retorsions are always legal, countermeasures are those actions of a state that constitute a violation of international law but whose illegality is precluded by the prior internationally wrongful act\textsuperscript{43} of the state against which they are directed.\textsuperscript{44}

Countermeasures, unlike retorsion, are a regulated legal instrument of international law.\textsuperscript{45} Their use is thus limited by a number of conditions. Countermeasures can only be implemented against conduct attributable to a state.\textsuperscript{46} However, to attribute a cyber operation poses a major challenge since it is often carried out via non-state actors and/or the direct connection to a state is covert.\textsuperscript{47} Further, such conduct must constitute a violation of international law, but such a conclusion is not always easy to draw and a number of contentious situations arise.\textsuperscript{48} An example of a contentious situation is the question of whether influence of electoral processes is a violation of the principle of non-intervention.\textsuperscript{49} Countermeasures are also limited by the objective pursued, as they can only be implemented “to induce that state to comply with its obligations”.\textsuperscript{50} The temporal effect of countermeasures is also limited to the duration of the primary violation of international law by the state concerned.\textsuperscript{51} Last but not least, countermeasures have to be proportional to “the injury suffered, taking into account the gravity of the internationally wrongful act and the rights in question”.\textsuperscript{52} There is also a procedural requirement of notification of the responsible state associated with the implementation of countermeasures, but this is a requirement that can significantly reduce the effectiveness of such countermeasures in the context of cyber operations.\textsuperscript{53}

The question of the admissibility of collective countermeasures is also relevant. For the moment, it can be stated that although there are voices supporting collective countermeasures,\textsuperscript{54} this idea is not supported by a broader international consensus.\textsuperscript{55}

Countermeasures can be more effective than retorsion, as they allow for conduct that otherwise constitutes a violation of international law, but their real applicability in practice is significantly limited by a number of conditions, some of which (e.g. attribution) may be almost impossible to meet in the context of cyber operations. Therefore, one can fully agree with Jeff Kosseff, who concluded that states “should consider whether some responses can be classified as retorsion rather than countermeasure”, as many measures intended as countermeasures can meet the definition of retorsion with minimal adaptation.\textsuperscript{56} At the same time, care should be taken to ensure that states
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  \item Ibid.
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clearly delineate whether they are acting on the basis of retorsion or countermeasures in a particular case, as incorrect categorization could lead to inappropriate and unnecessary application of limiting conditions on the one hand, and increase the risk of unintended escalation on the other.\footnote{Neil McDonald and Anna McLeod, \textit{supra} note 3, 440.}

But there is perhaps an even more important connection between retorsion and countermeasures. Although collective countermeasures are not allowed by international law, nothing prevents the implementation of countermeasures by an aggrieved state with the simultaneous support of other states through measures at the level of retorsion, since retorsion, as always a legal action, is available even to states not directly harmed by a cyber operation.\footnote{Jeff Kosseff, \textit{supra} note 3, 17; Michael N. Schmitt et al., \textit{supra} note 5, 131.} Countermeasures and retorsions often occur simultaneously in practice already. \footnote{Martin Dawidowicz, \textit{supra} note 4, 29.}

### 2.2. Retorsion and the Plea of Necessity

Plea of necessity is another circumstance precluding wrongfulness.\footnote{International Law Commission, \textit{supra} note 6, 80.} It is an instrument of international law which, like countermeasures, is limited by a number of conditions, but which, if met, allows the implementation of an act that would otherwise be a violation of international law. The principal advantage of this instrument is the possibility for the injured state to implement protective measures against a territorial state (the state from whose territory the cyber operation originates) without having to prove that this state bears international legal responsibility for the cyber operation (i.e. without having to prove that the cyber operation is attributable to this state).\footnote{International Law Commission, \textit{supra} note 6, 80; Jakub Spáčil, “Plea of Necessity: Legal Key to Protection Against Unattributable Cyber Operations,” \textit{Masaryk University Journal of Law and Technology} 16 (2022): 218.}

Plea of necessity can be invoked only if the applied protective measure “is the only way for the State to safeguard an essential interest against a grave and imminent peril and does not seriously impair an essential interest of the State or States towards which the obligation exists, or of the international community as a whole”.\footnote{International Law Commission, \textit{supra} note 6, 80.} Plea of necessity, like countermeasures, however, cannot justify measures that would violate the prohibition on the threat and use of force. \footnote{International Law Commission, \textit{supra} note 6, 80.}

Plea of necessity has an undeniable advantage over countermeasures in that it can be used even in the absence of attributability of the conduct to the territorial state. This advantage is, however, limited by extremely high requirements for the fulfilment of other conditions (protection of essential interest, existence of grave and imminent peril, etc.). If these conditions are met, the range of justifiable actions is similar to the measures that can be taken on the basis of countermeasures.

What is the role of retorsion in relation to the plea of necessity? Retorsion may be a suitable alternative to less invasive defensive measures when the conditions for the application of plea of necessity are not clearly met. At the same time, retorsion measures can be used by third states to support the position of an injured State acting on the basis of the plea of necessity.
2.3. Retorsion and Self-Defence

Even a cyber operation can fulfil the characteristics of an armed attack, which activates the right of self-defence of the victim state. Self-defence is an exception to the prohibition on the use of force. International legal scholarship has addressed the topic of self-defence against cyber operations reaching the level of an armed attack very thoroughly in the last decade, but in practice there has not yet been a single example of a state actually invoking the right of self-defence in response to a cyber operation.

It is therefore not necessary to deal with this institution in more depth at this point and it is sufficient to state that in relation to the right to self-defence the importance of retorsion is negligible. The right of self-defence also includes the possibility of requesting the assistance of third states (collective self-defence), and it is not necessary to look for other justifications for the assistance of third states, as is the case with countermeasures and the plea of necessity. That does not mean, however, that retorsion could not also be used in such a situation. Nor can retorsion be considered as an alternative to the right of self-defence, since it cannot be used to legitimize the use of force in any case.

Finally, measures taken on the basis of retorsion will usually be wholly disproportionate (inadequate) to the gravity of the violation of international law when a violation of the prohibition on the use of force is at stake. On the other hand, however, such a situation cannot be entirely ruled out. In 2019, a surveillance drone operated by the US Army over the Persian Gulf was shot down. The Islamic Revolutionary Guard Corps was behind the attack. In response to this event, the US initially planned a military airstrike against Iran, a use of force justified only by the right of self-defence, but in the end, in the interests of proportionality, the retaliation chosen was a cyber operation to disable a "crucial database used by Iran's elite paramilitary force to target oil tankers and shipping traffic". This operation is probably closer to countermeasures than retorsion given the intrusion on Iran's sovereignty, but given the unclear position of the applicability of sovereignty in cyberspace it can at least be classified in the "grey zone" and could theoretically be considered mere retorsion.

2.4. Partial Conclusion

In the previous section it was demonstrated that in many cases, retorsion can either be an alternative to other unilateral measures or can be used by third states to support these remedies. However, there is another important advantage to favoring retorsion.
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where possible. This advantage is crucial in situations where the injured state misidentifies the responsible state or misjudges the fulfillment of the prerequisites and conditions of the circumstance precluding wrongfulness. Retorsion is always lawful, even if there is a mistake as to the responsible state or if the defensive measure turns out to be inappropriate or disproportionate. In such a situation, while retorsion may take on more of an unfriendly act quality, it will never be an internationally wrongful act that could lead to further escalation. From this perspective it is thus preferable, if such a course of action is sufficiently effective, to prefer retorsion to other unilateral measures.

3. RETALIATION AGAINST CYBER OPERATIONS – ANALYSIS OF STATE PRACTICE

In recent years, it has been possible to observe the implementation of a number of measures in response to cyber operations, which have had the character of a retorsion. At the same time, the term has also begun to appear relatively widely in the national positions of states on the application of international law in cyberspace. The next section is devoted to the analysis of these forms of state practice.

3.1. Application of Retorsion Measures

One of the first examples of a major state sponsored cyber operation is the cyber activity directed at Estonian banks and public services in 2007.74 Among the measures taken by the affected institutions in cooperation with the government was blocking access to certain IP addresses from Russia.75 As states have sovereignty over cyber infrastructure located on their territory, such action does not constitute a violation of international law and is a retorsion.76

Russian intelligence services interfered in the 2016 US presidential election through, among other things, cyber operations.77 One of these involved the hacking and subsequent publication of the private email communications of presidential candidate Hillary Clinton in order to damage her and increase the chances of Donald Trump’s election.78 The US responded to the election meddling with the expulsion of 35 Russian diplomats.79 Expulsion of diplomats is a typical example of retorsion.80 At the same time, technical information on Russian cyberspace activities was released to “identify, detect, and disrupt Russia’s global campaign of malicious cyber activities” in the United States and abroad.81 A series of additional sanctions, at least some of which could be considered retorsion, followed in 2018.82

74 Michael N. Schmitt et al., supra note 25, 40.
75 Ibid.
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79 David E. Sanger, supra note 77; see also Troy Anderson, supra note 26, 142.
80 Neil McDonald and Anna McLeod, supra note 3, 422.
North Korea uses cyber operations mainly to raise funds, but also to protect its interests.83 Therefore, in 2019, the US adopted sanctions against three groups linked to the North Korean government – Lazarus Group, Bluenoroff, and Andariel.84 The content of the sanctions is the blocking of the assets of the affected entities and the possible sanctioning of persons which “engage in certain transactions with the entities”.85 Again, these are measures not prohibited under international law, and thus a retorsion.86

One of the most successful cyber operations (from an attacker’s point of view) of recent years was the so-called “SolarWind hack” of 2020. In this operation, Russian intelligence87 managed to spy on private companies and US government agencies for several months via malicious code.88 Spying is not an illegal act under international law,89 and so there could be no other response to this operation than one that does not go beyond retorsion. Thus, in response to this cyber operation, the US banned US banks from trading in certain ruble-based financial products, and sanctions also target-ed individuals and companies associated with Russian cyber activities, and there were expulsions of several Russian officials from the US.90

Taking action on malign cyber operations is not only a US privilege. In 2020, the European Union adopted its first sanctions related to cyber activities, in a case affecting six individuals and three other entities. These sanctions included “travel bans”, “freezing of assets” and prohibition “to make funds available to those individuals and entities listed”.91 This was implemented in accordance with the “cyber diplomacy toolbox” (see below).

These mechanisms adopted in response to cyber operations are often referred to variously, for example as “measures” or “sanctions”. In most cases, however, these are actions that can be subsumed under the concept of retorsion (actions not prohibited by international law but hostile to another state or its nationals). This term is not commonly used by states to classify their actions, and thus can hardly be expected to appear in the media or in lay discussion.92 Nevertheless, its use would be appropriate, at least in professional debate and in communicating the measures taken by the state authorities to the international community. Clearer communication would eliminate ambiguity, reduce the risk of escalation, and signal to the state concerned the legal basis on which the state is basing its chosen course of action (in the case of retorsion, the absence of a legal prohibition against such action rather than the existence of explicit permission).
Given the current geopolitical instability, mainly the Russian-Ukrainian war, it could be tempting to include cyber aspects of this conflict into this article. However, it is doubtful whether relevant conclusions could be drawn from the practice which emerged during an armed conflict. There is no doubt that cyber operations play an important role in the Russian-Ukrainian conflict.\(^93\) It is also true that many of them would not in themselves constitute a violation of international law, and therefore could be assessed as acts of retorsion.\(^94\) However, these cyber operations occur in the context of an armed conflict in which the attacked party (Ukraine) can justify any lesser intensive operation on the basis of the right to self-defence. In other words, no party to an armed conflict has a reason to invoke retorsion in a situation where there is another, more permissive circumstance precluding illegality, and therefore, one cannot even draw relevant conclusions from this practice for the application of retorsion measures, which, on the contrary, typically occur in outside of the context of armed conflicts.

It is clear from the examples given that states use measures falling under the concept of retorsion in response to cyber operations. They just do not use this label for them. However, practice seems to be changing, as the term retorsion has started to appear in official documents related to the application of international law in cyberspace since 2019. The next section of the paper is devoted to these official positions.

### 3.2. Public Statements

The first formal statement on the use of retorsion in response to a malign cyber operation can be attributed to the US. Brian J. Egan, Legal Advisor of the US Department of State, in a speech at Berkeley Law School in 2016, stated, “...a State can always undertake unfriendly acts that are not inconsistent with any of its international obligations in order to influence the behavior of other States. Such acts – which are known as acts of retorsion – may include, for example, the imposition of sanctions or the declaration that a diplomat is persona non grata.”\(^95\) Other States have subsequently taken a similar view in their national positions, namely the Netherlands (2019),\(^96\) New Zealand (2020).\(^97\)

---
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There is nothing to be learned from these national positions that would change the view of the concept of retorsion as presented in the first part of the paper, and therefore there is no reason to discuss the individual national positions. The crucial point is that the use of this concept is gaining more and more support in state practice and we can expect this trend to continue in the future.

However, it is worth noting the specific actions that States cite as examples of measures that fall under the concept of retorsion. These include expulsion of diplomats, asset freezes, travel bans, economic or other measures against individuals and entities, “limiting or cutting off the other state’s access to servers or other digital infrastructure in its territory”, limiting or breaking off diplomatic relations, imposing sanctions, publicly attributing a cyber operation to another state, refraining from signing a trade agreement, recalling an ambassador, restrictions on freedom of movement and exclusion from international groupings.

The importance of collective actions based on retorsion, which naturally achieve greater effectiveness, is also emphasized. This is, after all, one of the basic principles also mentioned in the “cyber diplomacy toolbox” of the European Union.

3.3. European Union Cyber Toolbox

Cybersecurity is one of the priorities of the European Union (EU). The EU is facing a high number of malign cyber operations and is therefore striving for a secure internet enshrined in international law. To this end, it adopted in 2017 the so-called “cyber diplomacy toolbox”, or Council Conclusions on a Framework for a Joint EU Diplomatic Response to Malicious Cyber Activities. This document set out the basic principles for...
taking defensive measures in the event that the EU or a Member State falls victim to a
cyber operation. Among other things, it states that the response to a cyber operation
must “be proportionate to the scope, scale, duration, intensity, complexity, sophistica-
tion and impact of the cyber activity” and must also “respect applicable international
law and must not violate fundamental rights and freedoms”. The toolbox broadly
embraces “diplomatic measures” that can be taken in response to a malign cyber
operation in order to influence the actions of the aggressor and achieve redress while
avoiding the risk of escalation. Its disclosure then also pursues the preventive goal
of deterring a potential aggressor. From the perspective of international law, these
are primarily measures falling under the concept of retorsion, but they are also partly
countermeasures and plea of necessity, and in the case of the most serious cyber op-
erations amounting to an armed attack, the right of self-defence under Article 51 of the
UN Charter also comes into play.

The cyber diplomacy toolbox is developed by two further related documents,
Council Decision 2019/797 of 17 May 2019, concerning restrictive measures against
cyber-attacks threatening the Union or its Member States and Council Regulation (EU)
2019/796 of 17 May 2019 concerning restrictive measures against cyber-attacks threat-
ening the Union or its Member States. Both of these documents provide a similar
definition of the term “cyber-attack” and define more detailed conditions of freezing of
funds and economic resources, i.e. one of the common forms of retorsion (Article 3 of
the Regulation and Article 5 of the Decision).

The implementation guidelines for the cyber diplomacy toolbox set out a catego-
ry of restrictive measures which may by imposed “against third countries, entities or
individuals”. These measures may include, inter alia, “travel bans, arms embargoes,
freezing funds or economic resources”. The guidelines also explicitly mention that
measures adopted under the cyber diplomacy toolbox may also be used to support
individual and collective measures taken by Member States in accordance with inter-
national law. Other official EU documents even refer to collective action as necessary
“for the response to be effective”. Without specifying what the measures are, the ref-
ence to international law makes it clear that the guidelines target countermeasures,
plea of necessity, and the right of self-defence. Given the impossibility of assistance in
the case of countermeasures (third-party countermeasures are not allowed), this assist-
tance, at least in this case, must consist precisely of retorsion.

The EU has therefore defined a range of measures, from retorsion to self-defence.
All of these concepts can be used, but always with full respect for the requirements of
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international law for each instrument. When examples of specific measures are mentioned in official documents, they generally fall under the concept of retorsion. Unsurprisingly, cooperation between Member States is crucial for the EU, which is also reflected in the requirement for other Member States to support the measures taken.

4. AVAILABLE RETORSION MEASURES

Retorsion is not a new concept that is unique to responses to cyber operations.129 It is merely experiencing a renaissance of its own and finding new meaning in the context of the opaque environment of cyberspace, where the intensity of violations of international law can be negligible or extreme, and where the attribution of actions to a particular state is a fundamental problem. The development of technology has given rise to new threats that need to be defended against, while at the same time creating space for the implementation of new retaliatory measures. These can be divided into traditional measures, unrelated to cyberspace, and modern measures, implemented in or through cyberspace (cyber retorsion). The following part of the paper is divided according to this key.

4.1. Non-Cyber Related Measures (Traditional Retorsion)

As a rule, traditional measures that can be described as retorsion are not problematic from the perspective of international law.130 As the literature and state practice show, there is a relatively settled repertoire of measures. These are mainly:

- official statements (e.g. protests),
- denial of access to state resources,
- expulsion of diplomats,
- economic sanctions,
- travel bans,
- freezing of assets,
- arms embargoes,
- limiting or breaking off diplomatic relations,
- refraining from signing a trade agreement,
- ending participation in a treaty,131
- withdrawing from an international organization,132
- recalling own ambassador,
- summoning a foreign ambassador,133
- restriction of movement,
- exclusion from international groupings,
- canceling bilateral visits,134
- denying access to ports,135
- boycott of the Olympic Games.136
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• renaming of a place (e.g. street, square),\textsuperscript{137}
• terminating cultural and educational exchanges,\textsuperscript{138} and
• reduction of foreign aid.\textsuperscript{139}

A specific type of retorsion related to cyber operations, which is not itself implemented through cyberspace but usually takes the form of an official statement, is the attribution of a cyber operation to a responsible state.\textsuperscript{140} Norway has also explicitly subsumed this practice under retorsion in its official national position.\textsuperscript{141} The aim of this attribution is the so-called “public shaming” of a responsible state, which affects its international reputation and creates pressure to respect international law and refrain from similar (sanctioned) actions in the future. An example of this is the designation of the Russian government as the originator of the NotPetya malware in 2018 by a broad coalition of states including, among others, the US, the UK, Estonia and Denmark.\textsuperscript{142} Domestic indictment of entities and individuals from responsible states can play a similar role.\textsuperscript{143} In the context of public attribution of a conduct to a state, technical information may also be disclosed to enable more effective defense against similar cyber operations by other states, which in itself may constitute a type of retorsion.\textsuperscript{144}

In implementing retorsion measures, it is always necessary to take into account the possible treaty obligations of the states involved, which may give rise to rights and obligations not provided for by general international law.\textsuperscript{145} Treaties are a source of international law and may limit the retorsion measures available in a particular situation. Therefore, it cannot be stated in general terms that the above list of traditional measures is always and universally available to all states; however, each case must be considered on its own merits.\textsuperscript{146}

This conflict with treaty obligations often arises particularly in relation to economic sanctions, as international economic relations and trade are subject to considerable international legal regulation (e.g. World Trade Organization). Despite the fact that even the International Court of Justice in the Nicaragua case pronounced that economic measures consisting of the termination of economic aid, a significant reduction of the sugar quota and trade embargo are not contrary to international law,\textsuperscript{147} special attention should be paid to these measures, not only from the perspective of treaty obligations, but also in relation to a possible violation of the principle of non-intervention.\textsuperscript{148}
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4.2. Cyber Related Measures (Cyber Retorsion)

The shift of part of interstate interaction to cyberspace has also given rise to new types of retorsion. These are actions that are directly related to cyberspace (performed in or through it) and meet the defining characteristics of retorsion (unfriendly, but lawful). A thorough analysis of this topic is provided by Jeff Kosseff in his 2020 article.149

4.2.1. Limitation of Access to Cyber Infrastructure

States have full sovereignty over the cyber infrastructure located on their territory.150 It is therefore entirely at the discretion of the state as to whom and how it allows this infrastructure to be used, just as it decides on the use of its own territory. Thus, one typical measure that is not contrary to international law is restricting another state’s access to national infrastructure.151 The only limit to this is any treaty obligations relating to cyber infrastructure.152 Restriction of access was already implemented in practice by Estonia in 2007 when it banned access to certain IP addresses registered in Russia.153 Such a practice is also considered a legitimate retorsion by the Netherlands, which mentions "limiting or cutting off ... access to servers or other digital infrastructure" in its official position on the application of international law in cyberspace.154

4.2.2. Gathering Information

Gathering information may take place on state’s own cyber infrastructure or on the adversary’s infrastructure.

Monitoring and documenting an attacker’s activities on state’s own networks does not raise any international law issues.155 It is the activity of the victim state on its territory and in its cyber infrastructure, which is fully covered by the principle of territorial sovereignty. The information gathered in this way can fulfil several roles in the later phase. It can be used to improve state’s own cybersecurity, it can be provided (publicly or non-publicly) to partners, and, of course, it can also be used as evidence to prove the accountability of the responsible state.

Honeypots are a specific technique of gathering information about adversary activities on the state’s own infrastructure. It is defined as follows: “A deception technique in which a person seeking to defend computer systems against malicious cyber operations uses a physical or virtual environment designed to lure the attention of intruders with the aim of: deceiving the intruders about the nature of the environment; having the intruders waste resources on the decoy environment; and gathering counter-intelligence about the intruder’s intent, identity, and means and methods of cyber operation.”156 In other words, the target state creates a cyber infrastructure that outwardly gives the appearance of being a relevant target for a cyber operation (e.g., military or government servers), but in reality is a false infrastructure containing no relevant information. Such an infrastructure is equipped with software through which the activities of the attacker in this “fake infrastructure” are monitored in detail. The use of this
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A technique in its basic form meets the definition of retorsion. However, this may not be the case for so-called “weaponized honeypots” (see below).

The collection of information about the aggressor and its activities can also occur directly in its cyber infrastructure. Then we need to talk about “cyber espionage”.\textsuperscript{157} Espionage is generally not prohibited by international law and is therefore nothing more than retorsion.\textsuperscript{158} However, only the acquisition of information without simultaneously altering, damaging or removing the data in question can be considered espionage, since otherwise it would constitute at least an interference with the sovereignty of the state concerned.\textsuperscript{159}

\textbf{4.2.3. Operations on or Against an Adversary’s Cyber Infrastructure}

Merely mapping an adversary’s cyber infrastructure without manipulating the data is a form of espionage and as such is a retorsion in terms of international law. However, if, in the context of such a cyber operation, interference is made with that infrastructure, e.g. for the purpose of “preparation of battlefield” in order to make possible future retaliation more effective, such an operation may be considered an interference with the sovereignty of the state concerned, and therefore is not a retorsion and needs to be justified by another instrument of international law (e.g. countermeasures).\textsuperscript{160}

The use of weaponized honeypots is a separate category of cyber operations with consequences in the cyber infrastructure of an adversary, which is a subject of expert debate.\textsuperscript{161} Honeypots in this case do not only contain meaningless data, but in addition, malicious code (maleware) is also hidden in this data, which the attacker, through his own activity, transfers to his own network, where this code can “cause significant disruption or damage in the target system”.\textsuperscript{162} The crucial question is whether the transmission of the malicious code was carried out by the injured state of its own will (state B), and whether the international legal liability of the state that set the trap (state A) can be inferred. Although most experts involved in the drafting of the Tallinn Manual 2.0 are inclined to conclude that state A’s responsibility cannot be inferred (only state B acted actively),\textsuperscript{163} there are compelling arguments to the contrary. First of all, the exfiltration of data from state A’s network is nothing but espionage, i.e. lawful conduct. Again, only lawful conduct, i.e., retorsion, comes into play in response to such conduct. Malicious code that causes damage on the part of state B would, if actively carried out by state A, undoubtedly be an internationally wrongful act. By setting a trap with malicious code, state A makes it clear that it is at least aware that the code will be transmitted by another state to its network and cause damage. Thus, applying the concept of culpability from criminal law by analogy, it is indirect intent (\textit{dolus eventualis}) that gives rise to criminal liability of the perpetrator in national criminal codes.\textsuperscript{164} There is no reason why this should be otherwise at the level of international law. It can therefore be concluded that weaponized honeypots do not fall into the category of retorsion and that
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the fulfilment of the prerequisites of one of the circumstances precluding wrongfulness is required to justify them.\textsuperscript{165}

However, this conclusion only applies to malware that manipulates data (modification, deletion, making it inaccessible, etc.). If the exfiltrated malware is intended only to map the adversary’s network and transfer data “home”, it is permissive cyber espionage without international legal consequences.\textsuperscript{166}

Kosseff also includes operations aimed at “slowing down the adversary” under retorsion, citing as an example Operation Glowing Symphony against ISIS, during which US Cyber Command removed data and restricted access to ISIS media systems.\textsuperscript{167} In his view “[s]uch slow-down operations are unfriendly, but absent more significant harms there is at least a reasonable argument that the operations are retaliatory”. It is not possible to agree with this conclusion. As noted above, cyber espionage is considered lawful. However, the moment data is interfered with (tampered with, removed), it is undoubtedly at least an interference with the sovereignty of another state (and potentially a more serious violation of international law).\textsuperscript{168} Such an interference does not meet the defining characteristics of retorsion and requires justification by another instrument of international law for its legality.

\subsection*{4.2.4. Warning of Individual Operatives}

In some cases, states are able to identify the specific individuals conducting cyber operations.\textsuperscript{169} It may then be possible to establish direct communication with these individuals. The US used this approach when it contacted Russian operatives behind the spread of disinformation in connection with the electoral processes and sent them a message informing them that “American operatives have identified them and are tracking their work”.\textsuperscript{170} Although the content of the message was not a direct threat, any operative so contacted could infer that “[he or she] could be indicted or targeted with sanctions”.\textsuperscript{171}

The conclusion as to whether the above practice can be considered retorsion depends on the content of the specific communication. A mere communication on the basis of “we know who you are and what you do” does not constitute a violation of international law and is retorsion. However, if there is for example a direct threat to physically eliminate a person, it could already be an unlawful violation of the prohibition on the threat of the use of force or another rule of international law.\textsuperscript{172}

\section*{5. SIDE-NOTE: RETORSION AND NON-STATE ACTORS}

Cyber operations are often carried out by non-state actors, whether acting of their own will or in cooperation with or at the command of a state. Non-state actors can include individual hackers, hacker groups or terrorist organizations. Proving that a particular state is responsible for the actions of these entities is often a significant problem.\textsuperscript{173} If it is not possible to establish the international legal responsibility of another state, this
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limits the legal defensive measures available to the attacked state. Countermeasures are excluded and the possibility of using self-defence is controversial to say the least.\textsuperscript{174} De facto, in such a situation, the attacked state has no choice but to take a measure that falls under one of the remaining concepts of international law that allow for retaliatory action – retorsion or plea of necessity. Recourse to plea of necessity, however, is only possible under a number of strict conditions and thus often will not be available in practice.\textsuperscript{175} Conversely, action based on retorsion is the only measure that is always available.

From the perspective of a state that has become the target of a cyber operation carried out by a non-state actor, two categories of retorsion measures will be relevant – retorsion directly against the attacking entity and retorsion against the state from whose territory the attack is conducted (territorial state). In the first case, it will typically be one of the cyber retorsion operations that produces a direct effect on the part of the attacker (e.g. denying access or warning a particular attacker of the possible consequences). In the second case, the aim of the attacked state will be to induce the territorial state to take measures in favor of the attacked state that the attacked state cannot implement itself, given the limits of international law (e.g. neutralizing the hostile cyber infrastructure or other law enforcement action). In this context, then, the violation of the principle of due diligence may also play a role, opening the possibility of taking more invasive measures as countermeasures.\textsuperscript{176}

The fact is that retorsion will often be the only way to defend against cyber operations by non-state actors.

\textbf{CONCLUSION}

The articles aims to define the role of retorsion (unfriendly, but lawful conduct) in defence against malign cyber operations and to determine which measures can be subsumed under this concept.

In the first part of the paper, the concept of retorsion and its position from the perspective of international law was explained, as it is an area that has not received sufficient attention from international legal scholarship (which has been changing in recent years). It was clarified that retorsion is more of a technical and descriptive term rather than legal instrument.

In the second part, the relationship between retorsion and three legal concepts, the circumstances precluding wrongfulness – countermeasures, plea of necessity and self-defense – was discussed. Retorsion emerged as an important concept which, although not an instrument of international law, has its indispensable place in the adoption of retaliatory measures and their communication to the international community. Indeed, their designation as retorsion has an undeniable de-escalatory effect and clearly defines that the state considers its actions to be in conformity with international law. The fundamental advantage of retorsion over the other concepts mentioned is its accessibility, since it is available in virtually all circumstances and regardless of the responsibility of the state against which it is implemented. Conversely, its inherent disadvantage
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is its lower effectiveness, as the measures taken cannot affect the rights of other states and the range of available measures is thus significantly limited.

In the third part of the article, attention was paid to state practice. Using concrete examples of state conduct and referring to official documents of a number of states, it was shown that retorsion is slowly but surely returning to the international lexicon and that the trend can be expected to continue.

The fourth part is devoted to specific measures that meet the definition of retorsion. These measures have been divided into two categories, namely “traditional retorsion” and “cyber retorsion”. While the first category includes measures that have been used since time immemorial, the second category includes measures specific to cyber operations that have only developed in recent years. These include measures related to restricting access to one’s own cyber infrastructure, information gathering and cyber espionage, operations on or against adversary’s cyber infrastructure and warning of individual operatives.

In the fifth and last part, the importance of retorsion in relation to cyber operations carried out by non-state actors was briefly discussed.

In conclusion: retorsion is an important concept in international law that allows states to respond to all types of cyber operations, regardless of their severity, legality, or originator. Although these are less effective measures, they certainly have their place in the repertoire of retaliatory measures, as recent state practice demonstrates. In the future, we can expect more frequent use of this term to describe measures taken in response to cyber operations. In terms of further research, particular attention will need to be paid to the limits of retaliatory measures implemented directly on another state’s cyber infrastructure, as there is a certain grey area and undeniable tension between retorsion and interference with that state’s sovereignty.
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